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This Privacy Policy describes Our policies and procedures on the collection, use and disclosure 
of Your information when You use the Service and tells You about Your privacy rights and how 
the law protects You.

We use Your personal data to provide and improve the Service. By using the Service and/or by 
clicking "Accept" on our cookie banner, You provide explicit consent to the processing of your 
personal data as described in this Privacy Policy. 

Interpretation and Definitions

Interpretation

The words of which the initial letter is capitalized have meanings defined under the following 
conditions. The following definitions shall have the same meaning regardless of whether they 
appear in singular or in plural.

Definitions

For the purposes of this Privacy Policy:

 "Company" (referred to as either "the Company", "We", "Us" or "Our" in this 
Agreement) refers to Atlantix Portal L.L.C . For the purpose of the GDPR, the Company 
is the Data Controller. 

 “Controller” means the natural or legal person, public authority, agency or other body 
which, alone or jointly with others, determines the purposes and means of the processing 
of personal data; where the purposes and means of such processing are determined by 
Union or Member State law, the Controller or the specific criteria for its nomination may 
be provided for by Union or Member State law. 

 "Consent" means any freely given, specific, informed and unambiguous indication of 
the Your wishes by which he or she, by a statement or by a clear affirmative action, 
signifies agreement to the processing of personal data.

 "Cookies" are small files that are placed on Your computer, mobile device or any other 
device by a website, containing the details of Your browsing history on that website 
among its many uses.

 "Device" means any device that can access the Service such as a computer, a cell phone 
or a digital tablet.

 "Personal Data" means any information relating to an identified or identifiable natural 
person (hereinafter “Data Subject”); an identifiable natural person is one who can be 
identified, directly or indirectly, in particular by reference to an identifier such as a name, 
an identification number, location data, an online identifier or to one or more factors 



specific to the physical, physiological, genetic, mental, economic, cultural or social 
identity of that natural person.

 "Processing" means any operation or set of operations which is performed on personal 
data or on sets of personal data, whether or not by automated means, such as collection, 
recording, organisation, structuring, storage, adaptation or alteration, retrieval, 
consultation, use, disclosure by transmission, dissemination or otherwise making 
available, alignment or combination, restriction, erasure or destruction.

 "Service" refers to the Website.
 "Service Provider" means any natural or legal person who processes the data on behalf 

of the Company. It refers to third-party companies or individuals employed by the 
Company to facilitate the Service, to provide the Service on behalf of the Company, to 
perform services related to the Service or to assist the Company in analyzing how the 
Service is used.

 "Usage Data" refers to data collected automatically, either generated by the use of the 
Service or from the Service infrastructure itself (for example, the duration of a page 
visit).

 Website, platform refers to https://platform.atlantix.cc

 "You" means the individual accessing or using the Service, or the company, or other 
legal entity on behalf of which such individual is accessing or using the Service, as 
applicable.

Collecting and Using Your Personal Data
Types of Data Collected

Personal Data
While using Our Service, We may ask You to provide Us with certain personally identifiable 
information that can be used to contact or identify You. Personally identifiable information may 
include, but is not limited to:

 Full name
 Email address
 Phone number
 Country of residence
 Place of work (job title or company name, if voluntarily submitted)
 Account login details (such as username or account ID)
 Communication content (messages sent to our support or contact forms)
 Preferences and settings related to Your use of the Service
 Cookie identifiers and tracking data, when consented to
 Usage data

This information may be provided by You directly (e.g., through forms, registration, or support 
communications) or collected automatically as part of Your use of the platform.

Atlantix does not intentionally collect special categories of Personal Data as defined under 
Article 9 GDPR (e.g., health data, religious beliefs, biometric identifiers). If such data is 

https://platform.atlantix.cc/


provided by You, it will be processed only where necessary and with Your explicit consent 
under Article 9(2)(a) GDPR.

Usage Data
Usage Data is collected automatically when using the Service.

Usage Data may include information such as Your Device's Internet Protocol address (e.g. IP 
address), browser type, browser version, the pages of our Service that You visit, the time and 
date of Your visit, the time spent on those pages, unique device identifiers and other diagnostic 
data.

When You access the Service by or through a Device, We may collect certain information 
automatically, including, but not limited to, the type of mobile device You use, Your mobile 
device unique ID, the IP address of Your mobile device, Your mobile operating system, the type 
of mobile Internet browser You use, unique device identifiers and other diagnostic data.

We may also collect information that Your browser sends whenever You visit our Service or 
when You access the Service by or through a mobile device.

We may also collect information when you enter into any agreement with Us, or provide other 
documentation or information in respect of your interactions with us, or when you use Our 
products and services, when you interact with our staff, including customer service officers and 
marketing/leasing officers, for example, via telephone calls (which may be recorded), letters, 
face-to-face meetings, social media platforms and emails, when you request that we contact you 
or request that you be included in an email or other mailing list, when you respond to our 
promotions, initiatives or to any request for additional Personal Data, when you submit your 
Personal Data to us for any other reasons.

Use of Your Personal Data

We may process Personal Data under the following conditions, in accordance with the General 
Data Protection Regulation (GDPR):

For the performance of a contract

We process your Personal Data where it is necessary for the performance of a contract with You 
or in order to take steps at Your request prior to entering into such a contract (Art. 6(1)(b) 
GDPR).
This includes:

 Creating and managing your user account on the platform;
 Providing access to the services available on the Atlantix platform;
 Processing transactions and delivering services or digital goods;
 Providing customer support and responding to user inquiries.

For compliance with a legal obligation

We may process your Personal Data where necessary for compliance with a legal obligation to 
which the Company is subject (Art. 6(1)(c) GDPR), including:

 Responding to lawful requests by public authorities;
 Fulfilling obligations related to accounting, taxation or fraud prevention.



Based on your consent

We process your Personal Data when you have given clear, explicit consent to such processing 
(Art. 6(1)(a) GDPR). This applies to:

 The use of cookies and similar tracking technologies for analytics and advertising 
(including Meta Pixel, TikTok Pixel, Google Analytics, Amplitude, Microsoft Clarity);

 Personalized marketing communications;
 Participation in promotional campaigns;
 Transfer of your Personal Data to countries outside the EEA that do not offer an adequate 

level of data protection (Art. 49(1)(a) GDPR).

You may withdraw your consent at any time without affecting the lawfulness of processing 
based on consent before its withdrawal.

For our legitimate interests

We may process your Personal Data where such processing is necessary for the purposes of the 
legitimate interests pursued by the Company or a third party, except where such interests are 
overridden by your interests or fundamental rights and freedoms (Art. 6(1)(f) GDPR).
This includes:

 Monitoring the usage of our Service;
 Data analytics and usage trend analysis;
 Improving our platform functionality and user experience;
 Detecting and preventing fraudulent or unauthorized activity;
 Conducting internal research and service optimization.

Sharing of Personal Data

We do not share Your Personal Data with other third parties, except with the following persons 
and in the indicated circumstances:

 Service Providers: Including those who help us operate our platform, provide analytics, 
advertising, hosting, payment processing, or user support. 

 Business transfers: In connection with or during negotiations of any merger, acquisition, 
restructuring, or asset sale. Any such sharing will be based on legitimate interests and 
safeguarded appropriately.

 Other users: If you voluntarily share information in public areas (e.g., forums or 
comments), it may be visible to other users. You are solely responsible for what you 
share publicly.

 With your consent: Where you have explicitly consented to such disclosure (e.g., 
marketing partnerships or third-party integrations).

Retention of Your Personal Data

The Company will retain Your Personal Data only for as long as is necessary for the purposes set 
out in this Privacy Policy. We will retain and use Your Personal Data to the extent necessary to 



comply with our legal obligations (for example, if we are required to retain your data to comply 
with applicable laws), resolve disputes, and enforce our legal agreements and policies.

So, we retain your Personal Data only for as long as is necessary to fulfill the specific purposes 
for which it was collected, or to comply with legal, regulatory, and contractual obligations.

The exact retention period depends on:

• The nature of the data collected;

• The reason we collected it;

• Whether legal or regulatory retention requirements apply;

• Whether the data is necessary to establish, exercise or defend legal rights;

• Whether you have withdrawn your consent (in cases where processing is based on 
consent).

The Company will also retain Usage Data for internal analysis purposes. Usage Data is generally 
retained for a shorter period of time, except when this data is used to strengthen the security or to 
improve the functionality of Our Service, or We are legally obligated to retain this data for 
longer time periods.

Transfer of Your Personal Data

We may transfer to, and store the data we collect about you, in countries other than the country 
in which the data was originally collected, including the United States, Singapore, Malaysia, the 
UAE or other destinations outside the EU. Those countries may not have the same data 
protection laws as the country in which you provided the data. When we transfer your data to 
other countries, we will protect the data as described in this Privacy Policy and comply with 
applicable legal requirements providing adequate protection for the transfer of data to countries 
outside the EU.

If you are located in the EEA or the United Kingdom, we will only transfer your personal data if:

 the country to which the personal data will be transferred has been granted a European 
Commission adequacy decision; or

 you have explicitly consented to the personal data transfer after having been informed of 
the possible risks of such transfers for the data subject due to the absence of an adequacy 
decision and appropriate safeguards, by clicking «Accept All» button in the cookie-
banner on the Website or while customizing and enabling the cookies.

Your information, including Personal Data, is processed at the Company's operating offices and 
in any other places where the parties involved in the processing are located. It means that this 
information may be transferred to — and maintained on — computers located outside of Your 
state, province, country or other governmental jurisdiction where the data protection laws may 
differ than those from Your jurisdiction.

Your consent to this Privacy Policy followed by Your submission of such information represents 
Your agreement to that transfer.

We may use Service Providers to provide our website. We may transmit personal data to these 
service providers for this purpose. These Service Providers are obligated to exercise the same 



care in processing personal data as we do ourselves. These Service Providers are subject to the 
same strict data protection regulations.

In our Privacy Policy, we want to make it clear that the Website may include links to third-party 
websites or services, that are not owned or controlled by our Company in any way and are not 
considered Service Providers under this Privacy Policy. It's important to note that the Company 
does not have control over these third-party services and assumes no responsibility for their 
privacy policies, or practices regarding Your Personal Data.

Disclosure of Your Personal Data

Business Transactions

If the Company is involved in a merger, acquisition or asset sale, Your Personal Data may be 
transferred. We will provide notice before Your Personal Data is transferred and becomes 
subject to a different Privacy Policy.

Law enforcement

Under certain circumstances, the Company may be required to disclose Your Personal Data if 
required to do so by law or in response to valid requests by public authorities (e.g. a court or a 
government agency).

Other legal requirements

The Company may disclose Your Personal Data in the good faith belief that such action is 
necessary to:

 Comply with a legal obligation
 Protect and defend the rights or property of the Company
 Prevent or investigate possible wrongdoing in connection with the Service
 Protect the personal safety of Users of the Service or the public
 Protect against legal liability

In addition to the cases listed above, we may also disclose your Personal Data to trusted third-
party service providers, such as cloud hosting services, analytics platforms (e.g. Google 
Analytics, Amplitude), advertising platforms (e.g. Meta, TikTok), and customer support 
providers on the grounds and upon your consent as stated in this Privacy Policy.

Your Rights in Relation to Your Personal Data

In accordance with the General Data Protection Regulation (GDPR), You have the following 
rights regarding the processing of Your Personal Data by us:

• Right of Access (Article 15 GDPR)

You have the right to obtain confirmation as to whether or not We process Your Personal Data, 
and where that is the case, to request access to such data and receive information about how it is 
used.

• Right to Rectification (Article 16 GDPR)



You have the right to request correction of any inaccurate Personal Data We hold about You. 
You may also request that incomplete data be completed.

• Right to Erasure (“Right to be Forgotten”) (Article 17 GDPR)

You have the right to request the deletion of Your Personal Data in certain situations, for 
example where the data is no longer necessary for the purposes for which it was collected, or 
where You withdraw Your consent and there is no other legal basis for processing.

• Right to Restriction of Processing (Article 18 GDPR)

You may request that We restrict the processing of Your Personal Data under certain conditions, 
such as where You contest its accuracy or object to its processing.

• Right to Data Portability (Article 20 GDPR)

You have the right to receive a copy of the Personal Data You have provided to Us in a 
structured, commonly used and machine-readable format, and to transmit that data to another 
controller, where technically feasible.

• Right to Object (Article 21 GDPR)

You may object, at any time, to the processing of Your Personal Data based on Our legitimate 
interests, including for direct marketing purposes.

• Right Not to Be Subject to Automated Decision-Making (Article 22 GDPR)

You have the right not to be subject to decisions based solely on automated processing, including 
profiling, which produces legal or similarly significant effects on You.

• Right to Withdraw Consent (Article 7(3) GDPR)

Where We process Your Personal Data based on Your consent (for example, via cookie 
preferences), You may withdraw Your consent at any time. This will not affect the lawfulness of 
processing based on consent before its withdrawal.

How to Exercise Your Rights

To exercise any of the rights listed above, please contact Us at privacy@atlantix.cc

We will respond within one month of receiving Your request. In complex or multiple request 
situations, this period may be extended by an additional two months, and You will be notified 
accordingly.

Right to Lodge a Complaint

If You believe that Your Personal Data is being processed in violation of GDPR, You have the 
right to lodge a complaint with a supervisory authority, particularly in the EU Member State of 
Your habitual residence, place of work, or where the alleged infringement occurred.

Security of Your Personal Data



We are committed to ensuring the security and confidentiality of Your Personal Data in 
accordance with Article 32 of the General Data Protection Regulation (GDPR).

The Company has implemented appropriate technical and organizational measures to protect 
Personal Data against accidental or unlawful destruction, loss, alteration, unauthorized disclosure 
or access. These measures include, but are not limited to:

 Access controls and authentication mechanisms;
 Encryption of data in transit and at rest, where appropriate;
 Secure data storage and backup protocols;
 Internal policies on data protection and information security;
 Regular employee training on data security obligations;
 Monitoring and logging of access to personal data.

Access to Personal Data is strictly limited to authorized personnel who require such access for 
legitimate business purposes and who are bound by confidentiality obligations.

While we use all reasonable efforts to protect your Personal Data, no method of transmission 
over the Internet or method of electronic storage can be guaranteed to be 100% secure. 
Therefore, although we strive to use commercially acceptable means to protect Your Personal 
Data, we cannot guarantee its absolute security.

If you believe that your interaction with us is no longer secure (e.g. if you feel that your account 
or personal data has been compromised), please contact us immediately using the contact 
details provided in this Privacy Policy.

Analytics

We may use third-party Service providers to monitor and analyze the use of our Service.

 Google Analytics

Google Analytics is a web analytics service offered by Google, Google LLC (USA) 
(recipient of data transfers) that tracks and reports website traffic. Google uses the data 
collected to track and monitor the use of our Service. This data is shared with other 
Google services. Google may use the collected data to contextualize and personalize the 
ads of its own advertising network. Google Analytics provides us with insights and 
analytics that helps us to improve our products and services.

Analytics cookies such as Google Analytics collect information such as your IP address, 
device type and operating system, referring URLs, location and pages visited.

You can opt-out of having made your activity on the Service available to Google 
Analytics by installing the Google Analytics opt-out browser add-on 
https://tools.google.com/dlpage/gaoptout. The add-on prevents the Google Analytics 
JavaScript (ga.js, analytics.js and dc.js) from sharing information with Google Analytics 
about visits activity.

https://tools.google.com/dlpage/gaoptout


For more information on the privacy practices of Google, please visit the Google Privacy 
Policy web page: https://policies.google.com/privacy 

 TikTok Pixel
TikTok Pixel is a tracking technology provided by TikTok Technology Limited (Ireland), 
TikTok Pte. Ltd. (Singapore) TikTok Information Technologies UK Limited (UK), 
TikTok Inc. (USA) (recipients of data transfers). This is a piece of code that We may 
place on Website that allows Us to share website events with TikTok. The Pixel can be 
used with any TikTok for Business tools to: measure traffic on the Website, measure ad 
campaign performance, optimize campaigns and find new customers. 

TikTok Pixel collects information available via standard web browsers. This includes:

 Ad/Event information: Information about the ad a person on TikTok has clicked on or an 
event that was initiated.

 Timestamp: Used to determine when website actions took place, like when a page was 
viewed or when a product was purchased.

 IP Address: Used to determine the geographic location of an event.

 User Agent: Used to determine the device make, model, operating system, and browser 
information.

 Metadata & Button Clicks: Includes descriptive page metadata, structured microdata, 
page performance data, and button clicks. This information can also be used to 
personalize ad campaigns.

For more information on the privacy practices of TikTok, please visit the TikTok Privacy 
policy web page: https://www.tiktok.com/legal/page/row/privacy-policy/en

If you would like to delete TikTok Cookies, please see section Tracking Technologies 
and Cookies of this Privacy Policy.

 Meta Pixel
Meta Pixel is a tracking technology provided by Meta Platforms, Inc. (USA) (recipient of 
data transfers), including Facebook. This is a JavaScript code snippet that enables 
tracking of User actions on a website. It loads a small library of functions that are used 
whenever a User performs an action that We track. These functions help Us measure 
advertising effectiveness, identify custom audiences for targeting, and run campaigns.
The Meta Pixel may collect the following data:

o HTTP Headers: All content of the HTTP headers, which are elements of the 
standard web protocol used by all browsers to send requests to servers on the 
internet. This may include IP addresses, browser information, page location, 
document information, referrer details, and information about the person using the 
website.

https://policies.google.com/privacy
https://www.tiktok.com/legal/page/row/privacy-policy/en


o Pixel-Related Data: Pixel ID and Facebook cookie data.

o Button Click Data: Information about the buttons clicked by Website visitors, the 
names of those buttons, and the pages users are redirected to as a result of those 
clicks.

For more information on the privacy practices of TikTok, please visit the TikTok Privacy 
policy web page: https://www.facebook.com/privacy/policy/

If you would like to delete Meta Pixel related cookies, please see section Tracking 
Technologies and Cookies of this Privacy Policy.

 Microsoft Clarity

Microsoft Clarity is a behavioral analytics tool provided by Microsoft Corporation (USA) 
(recipient of data transfers), which helps us understand how users interact with our Website. 
Clarity collects anonymized and pseudonymized data to provide insights into user behavior 
through features like session replays, heatmaps, and click tracking.

Clarity may collect the following data from visitors to the Website:

 User interactions such as mouse movements, clicks, scrolls, and page visits;
 Device information such as type, OS, browser, and screen resolution;
 IP address (pseudonymized by Clarity), used to infer general location;
 Referrer URL and time stamps.

This data is used solely to help improve usability and functionality of the Website and is not used 
for advertising purposes. Microsoft does not use this data to identify individual users.

For more information, see the Microsoft Privacy Statement.

You can opt out of Clarity by configuring your cookie preferences in the banner or by using 
browser-based tools that block analytics scripts.

 Amplitude

Amplitude is a product analytics platform offered by Amplitude, Inc. (USA) (recipient of data 
transfers), which helps us analyze and improve our platform by providing insights into user 
behavior and product usage trends.

Amplitude collects the following categories of information:

 Device data such as IP address, operating system, browser type;
 Usage behavior including pages visited, clicks, session duration, and navigation patterns;
 Geolocation data derived from IP address;
 Event data such as specific user actions and interactions within the platform.

The data collected via Amplitude is used to better understand user engagement and feature 
adoption and to make informed product development decisions. Personal data is pseudonymized 
where feasible and stored securely.

https://privacy.microsoft.com/en-us/privacystatement


For more details, please refer to the Amplitude Privacy Policy.

To disable Amplitude tracking, you can adjust your cookie settings or use browser extensions 
that block tracking scripts.

Tracking Technologies and Cookies
The Site may place and access certain cookies on your computer and/or any other electronic 
device used to access the Site. We use cookies to improve your experience using the Website and 
to improve the efficacy of our Services. Cookie and tracking technology are useful for gathering 
information such as browser type and operating system, tracking the number of visitors to the 
Site, and understanding how visitors use the Website.

We have carefully chosen these cookies and had taken steps to ensure that your privacy is 
protected and respected at all times. We use Cookies and similar tracking technologies to track 
the activity on Our Site and store certain information. Tracking technologies used are beacons, 
tags, and scripts to collect and track information and to improve and analyze Our Service. 

The technologies We may use may include:

 Cookies or Browser Cookies. A cookie is a small file placed on Your Device. You can 
instruct Your browser to refuse all Cookies or to indicate when a Cookie is being sent. 
However, if You do not accept Cookies, You may not be able to use some parts of our 
Service. Unless you have adjusted Your browser setting so that it will refuse Cookies, our 
Service may use Cookies.

 Web Beacons. Certain sections of our Service and our emails may contain small 
electronic files known as web beacons (also referred to as clear gifs, pixel tags, and 
single-pixel gifs) that permit the Company, for example, to count users who have visited 
those pages or opened an email and for other related website statistics (for example, 
recording the popularity of a certain section and verifying system and server integrity).

Cookies can be "Persistent" or "Session" Cookies. Persistent Cookies remain on Your personal 
computer or mobile device when You go offline, while Session Cookies are deleted as soon as 
You close Your web browser.

We may use both Session and Persistent Cookies, as well as both first- and third party cookies 
for the purposes set out below:

 Strictly necessary Cookies. 

Purpose: These are Cookies that are required for the operation of our website. They are 
necessary for the safety, security and integrity of the site.

 Necessary / Essential Cookies

Type: Session Cookies

Purpose: These Cookies are essential to provide You with services available through the 
Website and to enable You to use some of its features. They help to authenticate users. 
Without these Cookies, the Services cannot be provided, and We only use these Cookies 
to provide You with those services.



 Notice Acceptance Cookies

Type: Persistent Cookies

Purpose: These Cookies identify if users have accepted the use of cookies on the 
Website.

 Functionality Cookies

Type: Persistent Cookies

Purpose: These Cookies allow us to remember choices You make when You use the 
Website, such as remembering your login details or language preference. The purpose of 
these Cookies is to provide You with a more personal experience and to avoid You 
having to re-enter your preferences every time You use the Website.

 Tracking and Performance Cookies

Type: Persistent Cookies

Purpose: These Cookies are used to track information about traffic to the Website and 
how users use the Website. These cookies collect information about how you use our 
websites, for instance, which pages you go to most. This data may be used to help 
optimize our websites and make them easier for you to navigate. The information 
gathered via these Cookies may directly or indirectly identify you as an individual visitor. 
This is because the information collected is typically linked to a pseudonymous identifier 
associated with the device you use to access the Website. We may also use these Cookies 
to test new pages, features or new functionality of the Website to see how our users react 
to them. Such cookies may be used to measure and improve the performance of our 
advertising campaigns and to personalize the Your experience (including ads) on TikTok, 
or Meta products.

Currently We use special Google Analytics cookies (_ga and _ga<container-id>, duration: 
2 years) which are used for user identification and session state preservation. The _ga cookie, 
installed by Google Analytics, calculates visitor, session, campaign data, and also keeps track of 
site usage for the site's analytics report. The cookie stores information anonymously and assigns 
a randomly generated number to recognize unique visitors.

Google Analytics receives data from the following sources:

 User HTTP requests (information about the browser and computer sending the request, 
such as hostname, browser type, referrer, and language).

 Browser/system information (e.g., screen resolution).
 Main cookie files (user session information).

With Google Analytics, we collect Website User information about webpage views, scrolling, 
outbound clicks, site search, interactions with forms and videos, file downloads, city, browser 



version, User-Agent string, device brand, model, name, operating system version, platform 
version, and screen resolution.

Currently, We use or may use special TikTok cookies (TikTok Pixel):

- Cookie name: _ttp

- Cookie Domain: Your website domain

- Duration: 13 months from the last date it was used

- Type: 1st party

- Function: Advertising cookies

- Description: To measure and improve the performance of your advertising campaigns and to 
personalize the user's experience (including ads) on TikTok.

- Cookie name: _ttp

- Cookie Domain: .tiktok.com

- Duration: 13 months from the last date it was used

- Type: 3rd party

- Function: Advertising cookies

- Description: To measure and improve the performance of your advertising campaigns and to 
personalize the user's experience (including ads) on TikTok.

- Cookie name: _pangle

- Cookie Domain: analytics.pangle-ads.com

- Duration: 13 months from the last date it was used

- Type: 3rd party

- Function: Advertising cookies

- Description: To measure and improve the performance of your advertising campaigns and to 
personalize the user's ad experiences delivered by the Pangle ad network.

Additionally, we use or may use Meta Pixel (Facebook) cookies, including but not limited to:

_fbp: Used by Meta to deliver a series of advertisement products such as real-time bidding from 
third-party advertisers. Duration: 3 months.

fr: Used by Meta for ad delivery and retargeting. Duration: 3 months.



_fbc: Captures the click ID from advertisements for attribution purposes. Duration: 3 months.

We also use or may use cookies set by Amplitude:

 Cookie name: amp_<project_id>
 Cookie Domain: your website domain
 Duration: up to 10 years (configurable)
 Type: 1st party
 Function: Analytics cookies
 Description: These cookies are used to identify unique users and their behavior on the 

site, including navigation patterns, event tracking, and user retention. The data is 
pseudonymized and does not include personally identifiable information unless explicitly 
configured. Used to support product analytics and improve the platform experience.

We also use or may use Microsoft Clarity cookies:

 Cookie name: CLID
 Cookie Domain: clarity.ms
 Duration: 1 year
 Type: 3rd party
 Function: Analytics cookie
 Description: Identifies the first time Clarity saw this user on any site using Clarity. Helps 

generate anonymized heatmaps and session recordings.
 Cookie name: ANONCHK, SM, MUID
 Cookie Domain: various Microsoft domains (.clarity.ms, .bing.com, etc.)
 Duration: up to 1 year
 Type: 3rd party
 Function: Analytics and advertising cookies
 Description: Used by Microsoft for user identification, session management, ad 

relevance, and performance analysis. These cookies may support integration with Bing 
Ads.

By accepting Our use of cookies, apart from necessary cookies, you consent to our use of 
cookies as described under Privacy Policy. You may at any time change or withdraw your cookie 
consent.

If You prefer to avoid the use of cookies on the Site, first You must disable the use of cookies in 
your browser and then delete the cookies saved in your browser associated with this website. 
You may use this option for preventing the use of cookies at any time.

If You do not accept Our cookies, You may experience some inconvenience in your use of the 
Site and some features may not function properly.

If You'd like to delete cookies or instruct your web browser to delete or refuse cookies, please 
visit the help pages of your web browser. Listed below are the links to the support documents on 
how to manage and delete cookies from the major web browsers. If you are using any other web 
browser, please visit your browser’s official support documents.



 Chrome: https://support.google.com/accounts/answer/32050
 Safari: https://support.apple.com/en-in/guide/safari/sfri11471/mac
 Firefox: https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-firefox?

redirectslug=delete-cookies-remove-info-websites-stored&redirectlocale=en-US
 Internet Explorer: https://support.microsoft.com/en-us/topic/how-to-delete-cookie-files-

in-internet-explorer-bca9446f-d873-78de-77ba-d42645fa52fc

You may also visit the Do Not Sell or Share My Personal Information page.

External Websites

The Website may contain links to external websites. We make no representations as to the 
quality, suitability, functionality or legality of the material on external websites that are linked to, 
or to any goods and services available from, such websites. The material is only provided for 
your interest and convenience. We do not monitor or investigate such external websites and we 
accept no responsibility or liability for any loss arising from the content or accuracy of the 
material and any opinion expressed in the material should not be taken as our endorsement, 
recommendation or opinion. This Policy does not extend to your use of such external websites. 
You are advised to read the privacy policy or statement of such external websites before using 
them.

Changes to this Privacy Policy

We may update Our Privacy Policy from time to time. We will notify You of any changes by 
posting the new Privacy Policy on this page.

You are advised to review this Privacy Policy periodically for any changes. Changes to this 
Privacy Policy are effective when they are posted on this page.

Contact Us

If you have questions, concerns, or requests regarding this Privacy Policy or our privacy 
practices, you can contact us at:

Atlantix Portal L.L.C.
KHALID SHABAN Land Area, Al Garhoud
Plot Number: 115-0
Land DM No (Affection Plan): 214-493
Makani No: 32583 93906
Dubai, United Arab Emirates
Email: privacy@atlantix.cc

mailto:privacy@atlantix.cc
https://platform.atlantix.cc/documents/legal/Do_Not_Sell_or_Share_My_Personal_Information.pdf
https://support.microsoft.com/en-us/topic/how-to-delete-cookie-files-in-internet-explorer-bca9446f-d873-78de-77ba-d42645fa52fc
https://support.microsoft.com/en-us/topic/how-to-delete-cookie-files-in-internet-explorer-bca9446f-d873-78de-77ba-d42645fa52fc
https://support.google.com/accounts/answer/32050

	Interpretation and Definitions
	Interpretation
	Definitions
	Types of Data Collected
	Personal Data
	Usage Data

	Use of Your Personal Data
	Sharing of Personal Data
	Law enforcement
	Other legal requirements
	• Right of Access (Article 15 GDPR)
	• Right to Rectification (Article 16 GDPR)
	• Right to Erasure (“Right to be Forgotten”) (Article 17 GDPR)
	• Right to Restriction of Processing (Article 18 GDPR)
	• Right to Data Portability (Article 20 GDPR)
	• Right to Object (Article 21 GDPR)
	• Right Not to Be Subject to Automated Decision-Making (Article 22 GDPR)
	• Right to Withdraw Consent (Article 7(3) GDPR)
	How to Exercise Your Rights
	Right to Lodge a Complaint
	Security of Your Personal Data
	Analytics
	Microsoft Clarity
	Amplitude
	Tracking Technologies and Cookies


	External Websites

